附件4

兰州工商学院XXX信息系统（网站）

安全责任书

\_\_\_（部门名称）\_因\_\_\_\_\_\_\_\_\_\_\_\_\_需要，在\_\_(具体地点)\_\_部署\_\_\_\_\_\_\_\_\_\_\_系统(网站)，对外提供\_\_\_\_\_（服务内容）\_\_\_\_\_\_服务。

\_\_\_\_（部门名称）\_\_\_向网络安全与信息化建设办公室申请固定公网IP地址（或公网IP地址映射）\_\_\_\_\_（IP地址）\_\_\_\_\_提供该系统（网站）的网络接入服务，并承诺履行该系统（网站）相关的信息安全责任，具体如下：

如果该系统（网站）部署在网络安全与信息化建设办公室提供的服务平台上，网络安全与信息化建设办公室不仅提供该系统（网站）的网络接入服务，同时承担该系统（网站）的部署环境、物理设备、操作系统、服务平台级别的信息安全隐患防范和安全处置工作；而\_\_\_（部门名称）\_\_\_对该系统(网站)应用服务、软件代码、信息内容、系统数据等方面存在的信息安全隐患防范、检测、应急响应和安全事件处置承担全部责任。

如果该系统（网站）由\_\_\_（部门名称）\_\_\_自行部署和运维，网络安全与信息化建设办公室仅提供相应的网络接入服务，\_\_\_（部门名称）\_\_\_对该系统(网站)涉及但不限于部署环境、物理设备、操作系统、应用服务、软件代码、信息内容、系统数据等方面存在的信息安全隐患防范、检测、应急响应和安全事件处置承担全部责任。

如果该系统（网站）存在涉及网络、系统、应用或内容等方面的信息安全隐患时，网络安全与信息化建设办公室有权采取应急措施对该系统（网站）停止网络服务，并通知该系统（网站）责任单位相关情况，由责任单位根据其承担的责任进行安全整改。当安全事件完全处置后，系统（网站）责任单位应向网络管理中心提交相应的信息安全隐患处置反馈报告，网络安全与信息化建设办公室将恢复该系统（网站）的网络服务。

部门名称:(盖章)

 负责人：（签字）
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